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Standard Terms of AIMTEC a. s. 

Terms and Conditions for the operation and provision of the 
aimtec.cloud Service (Multi Tenant) 

1 Opening Provisions / Structure of the Contract 

1.1 This document – Terms and Conditions for the operation and provision of the aimtec.cloud Service (the Terms), is part 
of the Standard Terms and Conditions of Aimtec (the Supplier). This Service is operated and its agreed availability and 
functionality is available under the assumption of normal operation and adherence to normal rules of use and are 
dependent on the environment settings at the Customer. This document defines the general terms and conditions of 
operation of the Service as defined in paragraph 2.1 below, developed and operated by the Supplier and provided to 
the Customers. 

1.2 The conclusion of a contractual relationship presupposes the conclusion of an agreement, and these Terms are an 
inseparable part of it. In the event of a conflict between the Terms and the agreement, the agreement shall prevail. In 
the event that other documents forming an annex to the agreement are included, their precedence is defined by the 
agreement. Terms defined in one of the documents shall have the same meaning in the other documents, unless 
otherwise expressly agreed. 

1.3 For the purposes  of the Contract, the Members of the Group of the Contracting Party shall mean any company which, 
together with the contracting party, forms a group (i.e. the Contracting Party and the Group Member of the Contracting 
Party are subject to a single management, while such controlled persons are influenced by the coordination and 
conceptual management of at least one of the significant components or activities within the group's business for the 
purpose of long-term promotion of group interests within the framework of a unified group policy),  and any other entity 
or person that is directly or indirectly controlled, controls or is under the control of a company that is owned by the 
relevant contracting party. 

1.4 The Supplier is obliged to provide the Services on the basis of the information provided by the Customer, without the 
obligation of verification thereof. The Customer confirms that it is entitled to share any information or data with the 
Supplier. Customer shall promptly notify the Supplier of any matters on the Customer's side that may affect the Services. 

1.5. The agreement, its annexes, other documents expressly designated as part of the agreement, and the Terms are 
hereinafter referred to collectively as the Contract. The Contract constitutes the entire agreement between the Parties 
and supersedes any prior oral or written agreements or offers (unless expressly stated otherwise in the Offer) and other 
provisions not incorporated therein, i.e. any documents not expressly referred to in the Contract, are superseded in their 
entirety by the conclusion of this Contract. There are no secondary written or oral agreements to the Contract. With the 
exception of references to the Standard Terms and Conditions of AIMTEC a. s. and to the budget for the given project 
indicated by the number of the relevant Contract, which become part of the Contract by reference to them, any other 
specific annexes to the Contract must be signed by both contracting parties and duly attached to the Contract, otherwise 
they will not be taken into account. Any amendments to the Contract must be made in a form of written amendments 
signed by both parties and numbered in ascending order; if the written form is not adhered to, such amendment will be 
considered an ostensible act and will not be taken into account. 

2 Subject-matter of performance / Service 

2.1 The subject of the performance is the provision of a "Multi Tenant" Service in the aimtec.cloud. 

2.1.1 Use of the solution in a form of Service in the aimtec.cloud means the use of the Supplier's solution in the form of SaaS. 
The terms and conditions for the provision of individual solutions within the aimtec.cloud are set out in the sub-conditions 
annexed to the Contract (hereinafter referred to as the "Sub-Conditions"), which in the event of a conflict shall take 
precedence over the Terms, but not over the Contract. 

2.2 Provision of the Service 

(1) Subject to the exceptions referred to in paragraph 11.2 and 11.4 below, the provision of the Service in the 
form of Software-as-a-Service (SaaS) is with 99.5 % availability, with the Service running 24/7 around the 
clock. The Service is also considered available if it is possible to log in to the aimtec.cloud portal. The 
availability of individual Services is treated separately. 

(2) Continuous monitoring Services 

https://www.aimtecglobal.com/


 
 

Party 2/8 | AIM TC CLO 01 Multi Tenant General EN 240809 

2.3 The Access Data shall be defined and supplied by the Supplier or the Customer, and the Customer shall be responsible 
for the correct use of the login data, whether it is an employee of the Customer or its supplier, ensuring compliance with 
the relevant rules of access and use of the Services under the Contract. 

2.4 The Customer is obliged to purchase the minimum scope of individual Services agreed in the Contract for the entire 
duration of the Contract, whereas such scope is specified in the part of the Budget marked with an "X" below. 

3 Budget and its definition 

3.1 The Budget consists of 2 basic parts: 

3.1.1 Monthly fees for the provision of the Service, 
3.1.2 Professional Services Fees as specified in the Service-specific Sub-Conditions. 

3.2 Individual items are defined in the Sub-conditions of individual aimtec.cloud solutions. 

4 Service Desk 

4.1 Service desk (SED) 

(1) The ServiceDesk application (SED) aims to provide a single, unified point for making operation support 
Requests. 

(2) It is necessary to enter/order all solution support Services defined in the Contract through the SED Service. 
(3) SED Service is available at https://sd.aimtecglobal.com/  

5 Definitions 

5.1 Incident 

5.1.1 An Incident is an unplanned outage/interruption of the Service of the relevant solution agreed in the Contract. 
5.1.2 The Customer records the Request for resolving the Incident in the SED application. 
5.1.3 In the event that the Incident is caused by an error solely on the part of the Supplier or its subcontractor(s), its removal 

will be provided free of charge. No other warranty is given for defects. Any defect claims related to the Services may be 
raised within 30 days of the provision of the Service at the latest. 

5.2 Service Request 

5.2.1 Service Request is a Request for the provision of a Service by the Customer. 
5.2.2 The Service Request does not affect the existing agreed scope of Services. A Service Request is also an Incident that 

was not caused by an error solely on the part of the Supplier or its subcontractor. 
5.2.3 The Service Request is recorded by the Customer in the SED application.  

5.3 Change Request 

5.3.1 A Change Request is a Request of a Customer to make a change in the settings of the agreed scope of Services 
5.3.2 A Change Request approved by the Supplier is a binding order. 
5.3.3 The Change Request affects the existing agreed scope of the Services. 
5.3.4 The Change Request is recorded by the Customer in the SED application. 
5.3.5 End-user support. 

5.4 Standard Business Hours 

5.4.1 Standard Business Hours are 9:00 a.m. to 5:00 p.m. CET/CEST on working days valid in the Czech Republic (i.e. on 
any calendar day except Saturdays and Sundays) when banks in the Czech Republic are normally open to the public 
and on the day during which interbank payments are settled in a currency other than the Czech Crown.  

5.5 The above is hereunder referred as to the “Requests” or individually as to the “Request”. 
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6 Support System Processes 

6.1 Incident 

 

6.2 Service Request 
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6.3 Change Request 

 

7 Cooperation 

7.1 The Customer undertakes to appoint Responsible Persons who will be responsible for entering and approving the 
solution. These persons are specified in the SED application. The Customer hereby declares and confirms that it has 
all authorizations and internal approvals for the appointment of such persons and that they are authorized to act on 
behalf of the Customer. 

7.2 The Customer undertakes to provide the needed and necessary cooperation in the provision of the Services and in the 
resolution of the Request as defined in Art. 5 including, but not limited to, providing timely access to the data, systems, 
information, premises and personnel of Members of the Customer's Group or other persons whose cooperation is 
necessary. 

7.3 The Customer is obliged to train the members of the Supplier's team in accordance with the relevant occupational safety 
provisions and special regulations if their movement at the place of performance requires it. 

7.4 The Customer is responsible for determining the scope of the Services. 

7.5 Customer is responsible for the activities of its personnel and agents, for the timeliness, accuracy and completeness of 
all information (including Personal Data) provided to the Suppliers by or on behalf of the Members of the Customer 
Group.  

7.6 The provision of the Services depends on the timely performance of the Customer's obligations under the Contract and 
the Customer's timely decisions and approvals in connection with the Services.   

7.7 If the Customer fails to provide the Supplier with accurate and complete information, assistance or materials, the 
Supplier shall not be liable for any delay or defect in the Services. The Supplier further reserves the right to extend all 
deadlines for a period corresponding to each individual delay caused by the Customer and the Supplier shall be entitled 
to reimbursement of all costs incurred in connection with such delay of the Customer.  

7.8 Customer shall ensure that Customer and/or users defined by Customer: 

7.8.1 Not to store, distribute or transmit any virus, or facilitate any kind of illegal activity while using the solution 
within the Services under the Contract; 

7.8.2 have all the necessary means for the proper functioning of the solution, in particular a well-functioning secure 
and robust internet connection, they are responsible for the availability, quality and speed of their own internet 
connection, and the Supplier cannot be held responsible for interruptions, suspensions of operation/use of 
the Services or for disruptions in transmission related to the Customer's or the Customer's or the servers of 
the Internet provider, for other equipment and other connections;  

7.8.3 use reasonable efforts to prevent unauthorized access to or use of the Services and if Customer becomes 
aware of any unauthorized access or use, the Customer shall immediately notify Supplier and take 
precautionary measures that are promptly and technically available.    

8 Price and payment terms 

8.1 The Price for the subject-matter of performance depends on the individual solutions that the Customer activates and 
uses according to the terms agreed in the Contract. 

8.2 The Price is made up of one-time fees for Professional Services (which are charged separately) for the commissioning 
of selected functionalities and monthly fees for their use. The Customer is obliged to use the minimum scope of individual 
Services agreed in the Contract for the entire duration of the Contract. 

8.3 The Price for a Service Request or Change Request not included in the Budget is established as the Basic Hourly Rate, 
which is specified and stated in the Contract, excluding VAT, for each commenced hour.. 
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8.4 The amounts are without VAT, which will be charged according to the applicable laws on the day of the taxable supply. 

8.5 The Supplier issues and sends a tax document (invoice) for the upcoming period. The invoice is always payable within 
14 days from the date stated in the invoice, and the amount stated therein will be paid by transfer to the Supplier's 
account, which will be specified in the Contract, if it is not specified, then the one specified in the relevant invoice. In 
case of ambiguity regarding the delivery of the invoice, it shall be deemed to have been delivered no later than the 2nd 
working day after the proven dispatch by the Supplier to the Customer's address, while the address shall also mean the 
Customer's e-mail address specified in the Contract. 

8.6 If the Customer has unsettled liabilities towards the Supplier after the due date of more than 30 days, the Supplier is 
entitled to suspend the provision of the Service, without any possible liability on the part of the Supplier, until the 
obligations are fully settled, after notifying the Customer of such fact and providing a period of time for remedying the 
situation not shorter than 10 working days. During the exercise of this right, the Supplier is not in default. If a remedy is 
not agreed after 30 days from the notification, the Supplier has the right but not the obligation to terminate the Contract. 

8.7 If payment of the invoice is not received within the due date, the Supplier reserves the right to charge interest on late 
payments at the rate of 1½% per month. In the event that the Supplier incurs any direct debit or costs with respect to 
overdue fee, these costs will be charged to the Customer in an additional invoice. If a dispute arises regarding the 
invoiced amount, the Customer shall pay the undisputed amount. 

8.8 The Supplier reserves the right to increase the Price (and any item of the Price List) by the year-on-year increase in the 
inflation rate expressed by the increase in the average annual consumer price index published by the Czech Statistical 
Office, or if this index is not published, according to such other comparable index of the inflation rate of the Czech 
crown/Harmonized Index of Consumer Prices of the European Union (corresponding to the European Union index of 
consumer prices - EICP) published by Eurostat,  Statistical Office of the European Community in Luxembourg 
(hereinafter referred to as the "Inflation Coefficient") as of 1 January of the calendar year, of which the Customer will be 
informed by email no later than in the end of the first calendar quarter of the relevant year. In the event of deflation, the 
Price will not be adjusted. 

9 Confidentiality 

9.1 For the purposes of this Contract and for the entire duration of the mutual cooperation of the contracting parties, 
Confidential Information shall mean, regardless of the form and manner of their communication or interception, any and 
all facts that the contracting party learns in the course of mutual cooperation or that the other contracting party makes 
available to it in the course of mutual cooperation, and these can be considered trade secrets,  as defined in applicable 
law (Confidential Information). 

9.2 Confidential Information protected by this Contract also includes all technical, economic, legal and production facts in 
tangible or intangible form, which are not usually commonly available in the relevant business circles and both 
contracting parties have an interest in their confidentiality and in an adequate method of their protection. 

9.3 Both parties undertake not to further distribute or reproduce the Confidential Information and not to disclose it to any 
third party. At the same time, they undertake to ensure that the documents taken over and any analyses containing 
Confidential Information are properly recorded, marked and archived. The parties agree to implement and maintain 
appropriate physical, administrative, and technological security procedures and measures to ensure that all messages 
and data containing Personal Data or Confidential Information processed hereunder are protected from the risks of 
unauthorized access, alteration, delay, destruction, or loss, and such security measures shall ensure a level of security 
that is reasonably proportionate to the risk posed by the processing and handling thereof;  and the nature of the data 
and Confidential Information to be protected. 

9.4 The parties further undertake not to use the Confidential Information or Personal Data contrary to their purpose or for 
the purpose of their own needs or for the benefit of third parties. 

9.5 Both parties shall limit the number of employees who may have access to Confidential Information and Personal Data 
and shall take effective measures to prevent the disclosure of Confidential Information and Personal Data. 

9.6 The parties are not responsible for verifying the accuracy of information, including Confidential Information and Personal 
Data, and other content, and will not modify, amend, remove, or otherwise modify the content, except for formatting, 
potential verifying, and/or disseminating the content, as expressly provided for in their client agreements.  All terms and 
conditions of business and legal terms relating to the commercial transactions to which the content relates are the sole 
responsibility of each party. 

9.7 In the event that one of the contracting parties urgently needs a third party for certain activities, it may transfer to it the 
information that is subject to protection under this Contract only on the condition that the third party contractually 
undertakes to protect it. 

9.8 The very existence of the Contract and information about the cooperation of the contracting parties shall not be 
considered Confidential Information. 

9.9 Upon request of the other party, both parties agree, within 15 days of receipt of such request, to return, destroy or 
disable access to all Confidential Information provided in connection with the performance of the Services, in any form, 
but excluding routine backups, as far as the Confidential Information is considered confidential under the terms agreed 
in this Contract, even after its termination. 

10 Protection of Personal Data 

10.1 Supplier may collect, use, transfer, store or otherwise process (collectively, "process") information provided by Customer 
that may be related to specific individuals ("Personal Data") as defined by applicable law. The Supplier shall process 
Personal Data in accordance with applicable law.  
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10.2 Customer hereby confirms that it is authorized to provide Personal Data to the Supplier in connection with the provision 
of the Services (as defined in the Contract) and that the Personal Data has been collected and processed in accordance 
with applicable law. The Customer is obliged to provide the Supplier with all necessary instructions for the processing 
of Personal Data, according to the Personal Data Processing Agreement that will be concluded between the contracting 
parties, if the Personal Data is processed by the Supplier as a processor, and will only provide complete and up-to-date 
Personal Data, while the Supplier will, in accordance with such instructions, accept technical organizational and 
personnel measures to protect Personal Data.  

10.3 Information on the processing of Personal Data: The parties acknowledge that the Personal Data provided by the 
Customer, its staff or agents will be processed by the Supplier as the controller for the following purposes, respectively 
in connection with the following: (i) ensuring compliance with applicable legal requirements; (ii) dealing with requests or 
communications from competent authorities; (iii) contract administration, financial accounting, compliance with internal 
regulations, risk analysis, and client relations; (iv) the use of systems and applications (hosted or in-house) for 
information technology and information systems services (hereinafter referred to as the "Purposes"). Personal Data may 
include Personal Data of Customer's representatives, employees, project teams, contractors and employees ("Personal 
Data Subjects") as well as Personal Data included in information obtained by the Supplier in connection with the 
Contract. 

10.4 For the above Purposes, Personal Data may be disclosed/transferred to recipients of Personal Data (including Personal 
Data controllers and processors) and may be processed by such recipients as specified in the Supplier's Privacy Notice. 
The transfer of Personal Data may also include the transfer of Personal Data to countries outside the EU, but always 
only if the obligations set out in the Personal Data protection laws are met.  

10.5 The above is just a summary of the Information on the Processing of Personal Data by the Supplier as the Controller, 
the full text of which is available here: www.aimtecglobal.com/gdpr (hereinafter referred to as the "Privacy Statement"). 
Unless disproportionate effort is required, Customer shall ensure that Personal Data Subjects (its relevant employees, 
agents, contractors and clients) are informed of the Privacy Statement. 

10.6 Data Retention: Contractual documentation, including Personal Data, will be retained for a period of 10 years from the 
expiration of the Contract, or as required by applicable law. 

10.7 The Customer shall bear sole responsibility for the content of all customer, supplier and employee Personal Data and 
shall protect and maintain all necessary measures with respect to such Personal Data so that the Supplier can provide 
the Services under the Contract without infringing the rights of third parties, including Personal Data Subjects, or 
otherwise being subject to any obligations beyond the scope agreed in the Contract. 

11 Availability of Services, Penalties 

11.1.1 The Service is operated in the datacenter of an external company specified in the Contract, or upon agreement with the 
Customer in another datacenter, if it is more suitable with regard to geographical conditions and if such setting is not 
prevented by objective reasons on the part of the Supplier, in particular international sanctions, failure to reach an 
agreement between the datacenter operator and the Supplier. By signing the Contract, the Customer accepts the 
contractual terms and conditions of the data center operator, including the setting of the datacenter liability.  The 
unavailability of the datacenter is an event beyond the control of the Supplier and is considered force majeure as 
regulated in Art. 13 below.  

11.1.2 The Customer assumes the risk of a change in circumstances. 

11.2 The Service is available on an as-is basis. Supplier will use reasonable efforts to administer the Service but cannot 
guarantee that the Service will be available uninterrupted or error-free. 

11.3 To the extent and under the conditions agreed herein, the Service is available on a basis 99.5% 24 hours a day, 7 days 
a week.   

11.4 If the Customer receives the Services or any part thereof free of charge, the Supplier will not provide any support for 
such Service or any part thereof and will not be obliged to perform any particular level of such Service or part thereof. 
The Supplier may terminate the free of charge access to such Service or any part thereof at any time. This para. 11.4 
supersedes any conflicting terms in these Terms. 

11.5 If it is proven that the Customer suffers damage caused solely by the Supplier’s, the Customer is entitled to the 
compensation of the direct proven damage incurred in this way. The parties have mutually agreed that the maximum 
total foreseeable amount of damage that could occur will be the maximum amount equal to ten times the average 
monthly Price for the Service. Up to the maximum foreseeable damage referred to above, the actual direct damage will 
be compensated in the proven amount. The above limitation of damages shall not apply in the event of gross negligence 
and/or willful misconduct on the part of the Supplier.  

11.6 The Supplier shall not be liable for the loss of data provided to it for the purposes of this Contract or for any damage or 
liability incurred by the Customer as a result of such loss. To the extent permitted by law, the Supplier shall not be liable 
for any loss of contracts, data, goodwill, revenues or profits (whether or not deemed to be direct claims) or for any 
consequential, special, indirect, incidental loss, damage or expense arising out of or relating to the Contract.  

11.7 The Supplier shall not be liable for any damage or loss caused by errors or omissions on the Customer’s side, as well 
as for any breach of the Contract by the Customer, its users or third parties who access and/or use the software or 
Services provided under the Contract from their network, servers, infrastructures or devices in any way. 

 

11.8 Method of calculation of the Service availability: 

Availability per calendar month = 
𝑡𝑖𝑚𝑒 𝑤ℎ𝑒𝑛 𝑡ℎ𝑒 𝑠𝑦𝑠𝑡𝑒𝑚 𝑖𝑠 𝑎𝑣𝑎𝑖𝑙𝑎𝑏𝑙𝑒 

𝑡𝑜𝑡𝑎𝑙 𝑡𝑖𝑚𝑒 𝑓𝑢𝑛𝑑 (24/7)
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11.9 The contractual penalty for the unavailability of the system is calculated as a discount on the total monthly fee according 
to the following rules: 

% discount on the monthly fee in case of non-compliance 
with availability 

Availability 99,50% 

<99.5% ≥ 98% 5% 

< 98% 15% 

 
11.9.1 The contractual penalty shall be offset against the obligation to pay for damage in accordance with the Contract, i.e. the 

damage will be paid in an amount exceeding the contractual penalty, but always up to the amount agreed in the Contract. 
The contractual penalty is applied only if the Customer actively claims it. 

11.10 The unavailability of the system is counted from the moment of reporting it by the Customer to ServiceDesk as an 
incident or from the publication of the unavailability on the http://aimtec.cloud. 

11.11 The total time fund does not include the time of any planned outage, which is announced at least one week in advance. 
Downtime is reported via the Status page Service, in exceptional cases by email. 

11.12 The Supplier may use subcontractors to perform the Service or any part thereof without the consent of the Customer, 
and unless explicitly stated otherwise, the Supplier shall be liable for the acts and omissions of such subcontractors. 
The subcontractor does not become a party to the Contract. For the avoidance of doubt, the datacenter operator is not 
considered a subcontractor. 

11.13 This Contract is a contract for the provision of Services. The Supplier warrants that the Services will be provided by the 
Supplier in good faith and with professional care and skill. To the fullest extent permitted by law, the Supplier disclaims 
all warranties not expressly stated in the Contract (and the Customer agrees to this by signing the Contract) or 
guarantees of suitability of the Services for a specific purpose. 

12 Validity of the Contract 

12.1 The Contract becomes valid on the day of its signature by the last contracting party and shall come into effect on the 
day specified in the Contract, and if no such date is specified, then on the date of validity of the Contract, and shall be 
concluded for a definite period of time, i.e. for three years from the date of signing the Contract. If one of the contracting 
parties does not notify the other contracting party at least 3 months before the expiry of the Contract that it will not 
extend the Contract, the Contract is always extended by one year, i.e. 12 calendar months. 

12.2 During the duration of the contractual relationship, the current Terms and Price List always apply. Changes to the Terms 
and the Price List are published by the Supplier due to continuous development and improvement of the Service. The 
Customer is demonstrably delivered the new version of the Terms, if they do not express their disagreement within 30 
days after their publication on the website of the Supplier, then they are also deemed to have accepted the new version 
of the Terms and the Price List. In case of disagreement, the Customer has the option to terminate the Contract 
immediately and without any sanctions. 

12.3 If the Contract does not contain a respective provision, the Terms shall apply first and then the relevant legal provisions. 
The Supplier and the Customer expressly exclude the application of business practices and any standard conditions, 
arrangements or other terms and conditions of the Customer to its suppliers. Parties further claim and confirm that their 
mutual contractual relations are not disproportionate and that they do not consider any of the contractual penalties 
agreed herein as disproportionate and they will not seek the respective court to reduce it due to this reason. 

13 Force majeure 

13.1 In this provision, "Force Majeure Event" means an event beyond the control of Customer and Supplier that makes it 
impossible for a party to perform any of its obligations under this Contract, including, but not limited to: 

13.1.1 Events (for example, but are not limited to fires, explosions, earthquakes, droughts, tidal waves and floods, epidemics); 
Radioactive contamination from any nuclear fuel or from any nuclear waste from the combustion of nuclear fuel, 
radioactive toxic explosives or other hazardous properties of any explosive nuclear assembly or the nuclear component 
of such assembly. 

13.1.2 Delays or defaults due to changes in national or foreign legislation, actions by national or foreign government authorities, 
the imposition of sanctions or embargoes, interruptions of public transport or public data communications, pandemics, 
wars, fighting (whether or not war is declared), invasion, actions of foreign enemies, mobilization, seizure or embargo; 
uprisings, revolutions, revolts or military forces, or civil wars; riots, disturbances, strikes, protest slowdowns, blackouts 
or disturbances, unless limited to the employees of the contractor or its subcontractors; or terrorist acts or terrorist 
threats. 

13.2 Consequences of a Force Majeure Event 

13.2.1 The Supplier invoking Force Majeure shall immediately inform the Customer about the occurrence of Force Majeure 
and its detailed circumstances. In the same way, the Customer will be informed about the termination of Force Majeure. 

13.2.2 The Supplier shall also comply with its obligation to provide information by publishing the relevant information on the 
website. 

13.2.3 The parties shall be indemnified from liability for partial or total failure to perform contractual obligations under this 
Contract in the event that such failure is due to Force Majeure on their side or the side of their subcontractors. 
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14 High Risk Usage 

14.1 The Service is not error-tolerant, nor is error-free or uninterrupted operation guaranteed. Customers, incl. the Customer 
may not use the Service in any situation where the failure of the Service could lead to serious injury or death to any 
person or to serious physical, economic or environmental damage. Examples of such use are, but are not limited to, life 
support systems, medical equipment, motor vehicles, nuclear facilities, aircraft and/or other types of human mass 
transport, weapons systems. 

15 Prevention of misuse of the Service 

15.1 The Supplier is entitled to immediately stop providing the Service, not to provide the requested Service or to disconnect 
the Customer from the Service at the moment when there is a suspicion of abuse of the Service, in which case it will 
immediately inform the Customer, who is obliged to immediately remedy the situation according to the Supplier's 
instructions. Without undue delay after the remedy has been remedied by the Customer, the Supplier shall commence 
the provision of the Service or connect the Customer to the Service. Until the remedy is remedied in accordance with 
this article, the Supplier is not in default. 
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